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Abstract of contribution: This paper updates Solution 15 to describe management of PDU Sessions for accessing a 5G LAN-type service. 
Discussion
A 5G LAN-type service is a service of the 5G system provided by a 3GPP network operator to support private communications among a specific set of restricted UEs (i.e. a 5GLAN Group). A 5G LAN-virtual network is a virtual network enabled by the 5G LAN-type service.

A 5G LAN-type service is a service of the 5G system provided by a 3GPP network operator to support private communications among a specific set of restricted UEs (i.e. a 5GLAN Group). A 5GLAN Group is associated with a unique 5G LAN-virtual network. The 5G LAN-virtual network can correspond to multiple 5GLAN Groups and is instantiated by the operator before those 5GLAN Groups are created. The 5G LAN-virtual network can be a DN or a local DN if it is associated with a physical LAN (where, for example, servers are deployed), or a Virtual DN otherwise.
When the UE establishes a PDU Session for accessing the 5G LAN-type service related to a 5GLAN Group, the 5GLAN Group is identified during establishment of the PDU Session. There are a few options for identifying the 5GLAN Group. The table below compares these options in terms of how they impact UE, NSSF, and SMF.
(1) 5GLAN Group and DN has one-to-one mapping: the DNN can be used

(2) 5GLAN Group and Network Slice has one-to-one mapping: the S-NSSAI can be used

(3) 5GLAN Group has no one-to-one mapping relation with either DN or Network Slice: 

a. UE provides 5GLAN Group ID in PDU Session establishment request

b. the network identifies the 5GLAN Group corresponding to the identify information provided by the UE when authorizing the UE for accessing the corresponding 5G LAN-type service.

	Options
	Impact on UE
	Impact on NSSF
	Impact on SMF

	(1)
	URSP rules need to update at the UE when the UE is added or removed from a 5GLAN Group.
	No
	The SMF needs to recognize the new DNN 

	(2)
	URSP rules and NSSAI need to update at the UE when the UE is added or removed from a 5GLAN Group.
	NSSF needs to by dynamically configured to recognize the new Network Slice
	The SMF needs to recognize the new S-NSSAI

	(3a)
	A new information element (5GLAN Group ID) is provided by the UE in the PDU Session establishment request
	No
	The SMF needs to recognize the new information element (5GLAN Group ID)

	(3b)
	No
	No
	The SMF needs to recognize the 5GLAN Group ID identified by the network


All these optionas have similar impact on the SMF. 
Options (1) and (2) have impact on the UE; Option (2) further has impact on the NSSF. 
Options (1) and (2) imposes restrictions on the relation between a 5GLAN Group and a DN/Network Slice, which can be operator's configuration choice. These two options respectively allow dynamic DN configuration and dynamic Network Slice configuration and require relevant procedures to be specified by SA2.
Option (3) allows flexible mapping between 5GLAN Group and DN/Network Slice. Option (3a) have impact on the UE. It attaches an additional parameter to the session, like S-NSSAI and DNN, which may potentially impact many existing procedures/service operations. On the contrary, Option (3b) does not change current PDU Session concept and has impact on the UE. 

According to the above analysis, this paper chooses to update Solution 15 based on Option (3b).
A UE accesses the 5G LAN-type service by establishing a PDU Session targeting a DNN that corresponds to the 5G LAN-virtual network. According to DN-related local policies configured at the SMF, establishment of the PDU Session is subject to secondary authentication/authorization by the GMF, which behaves like a DN-AAA server and maintains the allowed 5GLAN Group(s) for the UE within the 5G LAN-virtual network.
The UE provides DN-related identity information (e.g. in the format of Network Access Identifier) and DN authenticaiton/authorization information to the SMF. The SMF selects the GMF using the DN-related identity information and sends the DN authentication/authorization information to the GMF for secondary authentication/authorization. Secondary authentication/authorization is described in TS 23.501, clause 5.6.6.

NOTE:
Secondary authentication/authorization provides DN-level authentication/authorization. It is a natural choice for authenticating/authorizing the UE for accessing a 5G LAN-virtual network that can be a DN or a local DN or a Virtual DN.

As a result of the secondary authentication/authorization, an allowed 5GLAN Group is identified by the GMF according to the DN authentication/authorization information provided by the UE. The UE uses the established PDU Session to perform private communication with other UEs in the allowed 5GLAN Group.

NOTE:
The DN authentication/authorization information provided by the UE maps to the 5GLAN Group. The mapping is maintained by the GMF as part of the 5GLAN Group context and is provisioned by an AF or a UE during management of the 5GLAN Group (e.g. creation of the 5GLAN Group).

Editor's note:
It is FFS whether and how a PDU Session can be used to access multiple 5GLAN Groups.
The update proposed in this paper addresses the following points defined in Key Issue#5:
-
How to authorize a UE for 5GLAN communication.
-
How to support the one to one or one to many data communication for 5GLAN communication service within a single 5GLAN group, the procedure to establish, modify, and release the one to one and one to many 5GLAN communication.
Some editorial changes are proposed for clarification.
Proposal
It is proposed to include the following solution in TR 23.734. 
**** Start of 1st Change (all new) ****
6.15
Solution #15: Basic architecture for supporting dynamic 5G LAN-type service and 5GLAN communication
6.15.1.Y
PDU session establishment for 5G LAN-type service

After added into a 5GLAN group, a UE accesses 5G LAN-type service by establishing a PDU Session targeting the 5GLAN group. The PDU session establishment request message is sent from UE to the SMF, as defined in release 15. During establishment of the PDU Session, SMF contacts the GMF in order to authenticate and authorize the UE for accessing 5G LAN-type service to the intended 5GLAN group. The authentication/authorization information provided by the UE maps to the 5GLAN Group. The mapping is maintained by the GMF as part of the 5GLAN Group context and is provisioned by an AF or a UE during management of the 5GLAN Group (e.g. creation of the 5GLAN Group)
The SMF discovers the GMF based on local configuration, e.g. assuming a PLMN only has one GMF, or by querying the NRF with 5GLAN group ID.

During PDU session establishment, the SMF also contacts the PMF for the sake of user plane path establishment of the PDU session. SMF discovers the PMF using the same approach as finding the GMF. PMF responds SMF with the UP path selection decision for the PDU Session taking into account other PDU Sessions accessing the 5GLAN service (if any exists). The UP path of the PDU Session terminates at a UPF in the Backbone UP.
6.15.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.
6.15.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.15.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
**** End of Change ****
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